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SOC Analyst@CyberSecurity Vendor(Remote)
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A global leader in cybersecurity is looking for a SOC Analyst to join its Security Operations Center (SOC) team in Japan.
This role is ideal for professionals who are passionate about threat detection, incident response, and enhancing
cybersecurity defenses in a fast-paced environment.
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Our client is a global leader in cybersecurity, providing cutting-edge endpoint protection, threat intelligence, and extended
detection and response solutions. With a strong presence in Japan and worldwide, they specialize in defending enterprises
against advanced cyber threats through Al-driven security platforms and proactive threat-hunting capabilities.

Known for their innovative approach to cybersecurity, they empower organizations to detect, analyze, and respond to
sophisticated attacks in real-time.


https://www.careercross.com/company/detail-3648
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We prioritize work-life balance and offer remote work flexibility

« Act as an escalation point, conducting in-depth security analysis on high-priority endpoint alerts

« Investigate complex attack chains across diverse environments, including cloud, identity, email, network, and
endpoints

« Lead incident response efforts, taking swift and decisive action to mitigate active security breaches.

« Conduct proactive threat hunting to identify hidden threats within customer environments.

« Research and analyze emerging threats, attack techniques, malware samples, and adversary tactics.

« Leverage OSINT to enhance threat detection, refine hunting queries, and contribute to the development of threat
alerts.

« Engage directly with customers at various levels, from SOC analysts to C-suite executives, providing expert insights
and recommendations.
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Full Remote work available (Within Kanto area)

Global Leader in Cyber Defense

Global Team with members located in Japan and abroad

Competitive Salary

Career Growth opportunities (Vertical (Team leader) & Horizontal (Learn New Security Tech))

To apply online please click the 'Apply' button below. For a confidential discussion about this role please contact Samantha
Galeana on +813 6832 8971.
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What We're Looking For
Experience:

« English and Japanese Speaking skills.

« Strong knowledge working in security operations

« Relevant cybersecurity experience in at least one ot two of the following is a must:
Endpoint security, malware analysis, threat hunting, penetration testing, incident response, reverse engineering, or
digital forensics

Soft Skills: Strong analytical thinking, problem-solving ability, and teamwork mindset.
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QOur client is a global leader in cybersecurity, providing cutting-edge endpoint protection, threat intelligence, and extended
detection and response solutions. With a strong presence in Japan and worldwide, they specialize in defending enterprises
against advanced cyber threats through Al-driven security platforms and proactive threat-hunting capabilities.

Known for their innovative approach to cybersecurity, they empower organizations to detect, analyze, and respond to
sophisticated attacks in real-time.
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