
【新着】 Senior Cyber Security Manager

Please do not hesitate to contact us.

募集職種

⼈材紹介会社
ACS Japan

求⼈ID
1516683  

業種
⽣命保険・損害保険  

会社の種類
⼤⼿企業 (300名を超える従業員数) - 外資系企業  

外国⼈の割合
外国⼈ 半数

雇⽤形態
正社員  

勤務地
東京都 23区

給与
1200万円 ~ 1500万円

更新⽇
2025年01⽉22⽇ 16:44

応募必要条件

職務経験
6年以上  

キャリアレベル
中途経験者レベル  

英語レベル
ビジネス会話レベル  

⽇本語レベル
ビジネス会話レベル  

最終学歴
⼤学卒： 学⼠号  

現在のビザ
⽇本での就労許可が必要です  

募集要項

Senior Cyber Security Manager (ICAT)

【The opportunity】

The Senior Manager, Information Risk Management Control Assurance Testing (ICAT) will play a vital role in the 2nd
Line of Defense global ICAT team responsible for assessing the information risk management activities to provide
independent and objective control assurance against the company’s information risk appetite.

【Key Responsibilities】
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Perform information risk assurance assessments and controls testing according to the company’s policies and
standards, e.g. Identity and Access Management, vulnerability management, network security, application security, IT
asset inventory etc.
Provide risk management services and advisory initiatives for information and technology risks
Collaborate with different lines of defense, subject matter expertise, to carry out assurance project planning and keep
pace with both internal drivers (IRM standards and Technology processes) and external drivers (technology,
regulations, risks, and control standards)
Ensure that all assurance procedures executed are conducted in accordance with Global IRM Methodologies
Collaborate with regional, market Information Risk Officers, Governance & Control teams to ensure process
assurance of key risks and gaps identified from assurance engagements, and to define, track and report on
management corrective action plans
Develop relationships with teams across the globe, regionally, and locally, e.g. IT, Audit Services, Global Information
Risk Management, Operational Risk Management, and other risk and control groups to develop integrated strategies
to manage our most key areas of risk
Commit to and contribute to the ongoing evolution of assurance processes, standardization of procedures, and
continuous improvement
Stay abreast of evolving information and technology risks, as well as new regulations, laws, and requirements for
technology, information security, cybersecurity, and privacy across the company's jurisdictions

スキル・資格

【Job Requirements】

Minimum 5 years of progressive experience in the areas of Information Security / Business Resiliency / Technology
Risk strategies, principles, processes, and deliverables within a large enterprise
University degree in Risk Management, Business Information Systems, Computer Science or related discipline is
preferred
Relevant work experience in financial services and technology operations, e.g. information risk management, or audit
function
In depth knowledge of system development methodologies, cyber and network security processes, and regulatory
requirements (CA OSFI, US SOX, JP FSA, HK SFC, SG MAS etc.)
Sound knowledge of best practices of various aspects of information risk management Previous risk advisory
consulting experience is preferred

【Competencies】

Fluency in both Japanese and English, including speaking, reading, and writing
Results oriented with a keen focus on quality and delivering value; ability to balance multiple priorities and projects;
strong attention to detail while retaining focus on the “big picture” and top risks; flexible and organized with the ability
to oversee multiple projects concurrently
Strong communication, stakeholder management, and presentation skills
Problem solving, analytical, innovative, and strategic thinker
Ability to work independently and effectively collaborate with teammates around the globe
Ability to quickly comprehend business processes and identify the risk implications, analyze complex situations, reach
appropriate conclusions, and make value-added and practical recommendations.
Recognized professional designations in Information Security, Audit and Business Continuity (e.g., CISSP, CISA,
CISM, CEH, CRISC, FAIR)
Demonstrated ability to work effectively in diverse environments and cultures, over multiple office locations
Ability to identify opportunities to utilize data analytics for enhanced depth and breadth of assurance coverage

★If you have any questions or need more information, please do not hesitate to contact us.
★Jing Liu ｜E-mail: jing.liu@acsjapan.jp

会社説明
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