
Full remote Fullstack Software Engineer @ Cybersecurity Company

Fullstack Engineer - AI Cybersecurity

Job Information

Recruiter
Michael Page

Job ID
1526652  

Industry
Software  

Company Type
International Company  

Job Type
Permanent Full-time  

Location
Tokyo - 23 Wards

Salary
17 million yen

Refreshed
March 14th, 2025 12:45

General Requirements

Career Level
Mid Career  

Minimum English Level
Business Level  

Minimum Japanese Level
None  

Minimum Education Level
Bachelor's Degree  

Visa Status
Permission to work in Japan required  

Job Description

If complex and hard engineering to solve sounds interesting, this is a great opportunity for you!
You will be responsible for the AI based high performance cybersecurity solutions - from designing, developing to
release and maintenance.
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https://www.careercross.com/en/company/detail-3648


Client Details

The company is a market leader in cybersecurity, using AI to detect, investigate, defend from and respond to
cyberattacks.
The company uses an AI powered engine to deeply analyse a vast data set of the endpoint, to detect and visualise
signs of cyberattacks.
Offers multiple products and services focusing on thorough prevention of advanced persistent threat (APT) and
ransomware

Description

For the platform, design and development of scalable Backend services and Front-end interfaces
For the large volumes of security data, implement data ingestion and processing pipelines
Optimisation of system performance and integration of AI powered analytics
Implementation of security measures that complies with industry standard
Troubleshooting of complex issues for the full stack of the application

Job Offer

Flexible work arrangement: Full remote (some onsite meetings need to be attended in person)
Flexible PTO
Paid Parental Leave
Health, Dental & Vision Insurance

To apply online please click the 'Apply' button below. For a confidential discussion about this role please contact Nina Kato
on +81 3 6627 6081.

Required Skills

Full stack development experience; degree in related field
Solid fundamentals in computer science and cybersecurity/networking
Programming languages: Rust, Go, Python, Java, and TypeScript
Cloud platform, containerisation, microservices architecture experience
Competence in SQL, NoSQL
Experience with real-time data processing, analytics frameworks, and front-end technologies
Data pipeline technologies: ELK stack, and Apache Kafka
Familiar with DevOps and observability tools
Experience building high-throughput, low-latency systems

Company Description

The company is a market leader in cybersecurity, using AI to detect, investigate, defend from and respond to cyberattacks.
The company uses an AI powered engine to deeply analyse a vast data set of the endpoint, to detect and visualise signs of
cyberattacks.
Offers multiple products and services focusing on thorough prevention of advanced persistent threat (APT) and ransomware
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